





About This Manual

This manual introduces the operation of user interfaces and menu
functions of 2.4 Inch TFT WIFI Access Control terminal.

The pictures in this manual may not be exactly consistent with those
of your product; the actual product's display shall prevail.

Not all the devices have the function with C, the real product

prevails.
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1 Guidance Notes

1.1 Method of Pressing Fingerprint

It is recommended to use the index finger, middle finger or ring finger; avoid using the thumb or

little finger.

1. Correct way to press the fingerprint:

Press the finger horizontally onto the fingerprint sensor; the

center of the fingerprint should be placed on that of the

2. Wrong ways to press the fingerprint:

Vertical Sides
Slanted Too Low
@ Please use the correct method of pressing fingerprint for registration and

verification. Our company does not undertake the responsibility for the lowered
verification performance caused by user’s improper operation. The rights to final

interpretation and amendment are reserved.
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1.2 Verification Modes

1.2.1 1:N Fingerprint Verification

Under this fingerprint verification method, a fingerprint collected by the sensor is verified with all
fingerprints stored in the device.

Please use the correct way to press fingerprint onto the fingerprint sensor (for detailed

instruction, please refer to 1.1 Method of Pressing Fingerprint).

2016-11-01 Tuesday yaN= 1 2016-11-01 Tuesday

Fingerprint

verified.

User D :

Verification Succeeds Verification Fails

\] Remarks When the device displays “please press your finger again”, press your finger again

onto the fingerprint sensor.
1.2.2 1:1 Fingerprint Verification

Under this fingerprint verification method, a fingerprint collected by the sensor is verified with
the fingerprint corresponding to the entered user ID. Please use this method when difficulty is

encountered in 1:N fingerprint verification.

2016-09-09 Friday 2016-03-09 Friday 2016-03-09 Friday

User ID User ID
UserID : 1

P— Veriy : Fngerpn

Please press your finger
Password g g

Fingerprint

Input the user ID and press Press ¢ button to choose Press finger onto the

[M/OK]. “Fingerprint” and press [M/OK]. sensor afterwards.

2  F22 WIFI Access Control Terminal User Manual



2076-11-01 Tues = 207T6-11-01 Tu

User ID

Verification succeeds Verification fails

\J Remarks:

1. Input user ID in the initial interface and press [M/OK] button. If “Incorrect user ID!" is
displayed, this means the user ID does not exist.

2. When the device displays “please press your finger again”, press your finger again onto the
fingerprint sensor. If verification still fails after 3 attempts, it will exit to the initial interface.

1.2.3 Password Verification

Under this verification method, the entered password is verified with the password of the

entered user ID.

Z076-09-09 Friday . %, W 2016-09-09 Friday 20TB-03-09 Friday
User ID User ID
F—

Password

User D1

J

Fingerprint

Input the user ID and press Choose “Password” and press Input password

[M/OK] [M/OK]

2016-11-01 Tu izl LWl Ly

User D :

Verification succeeds Verification fails

\J Remarks: If “Incorrect password” is displayed, please enter the password again. If verification

still fails after 3 attempts, it will exit to the initial interface.
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1.2.4 Card Verification C

\] Remarks: Card function is optional, only products with a built-in card module are equipped

with card verification function. Please contact our technical support as required.

2016-09-09 Friday

Werify : Fingerprint

rifiel.

User D :

Swipe the card above the card Verification succeeds

Verification
reader (the card must be
registered first) fails
1.3 Initial Interface
When the device is turned on, the initial interface is shown as below:
Alarm Signal WIFI Connection
Signal
Date & Time 2016-09-08 Thursday ADMS Connection
Signal
Network
Connection Signal
Clock
Attendance
Status Check-In
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2 Main Menu

When the device is in standby mode, press [M/OK] to open the Main Menu.

rAain henu rAain henu

E=0

User Mat. User Role COMM. ] re Data Mot

Frint

User Mgt.: Basic information of registered users, including user ID, name, user role, fingerprint,
badge " (ID and MiFare card are optional), password and access control role.

User Role: To set user roles for accessing into the menu and changing settings.

Comm.: To set the related parameters of the communication between the device and PC,
including ethernet parameters such as IP address etc., serial Comm, PC connection, Wireless
Network, ADMS” and Wiegand settings.

System: To set related parameters of the system and upgrade firmware, including setting date &
time, attendance and fingerprint parameters and resetting to factory settings.

Personalize: This includes interface display, voice, bell, punch state key mode and shortcut key
settings.

Data Mgt.: delete attendance data, delete all data, delete admin role and delete screen savers etc.
Access Control: This includes setting the parameters of the lock.

USB Manager: To transfer data such as user data and attendance logs from the USB disk to the
supporting software or other devices.

Attendance Search: To search for the records stored in the device after successful verification.
Print” : To set printing information and functions (if printer is connected to the device).
Autotest: To automatically test different module’s functions, including the LCD, voice, keyboard,
fingerprint sensor and clock RTC test.

System Info: To check device capacity, device and firmware information.
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3 Date/Time Settings

6 F22 WIFI Access Control Terminal User Manual














































































































































































